Answers – Security for IT users Level 3
Assignment B
Task A1
Describe the following security issues:

· Unwanted Emails

· Viruses

· Rogue diallers

· Trojans

· Hoaxes

· Vulnerability

Task A2

Evaluate the following security issues:

· Unwanted Emails

· Viruses

· Rogue diallers

· Trojans

· Hoaxes

· Vulnerability
Task A3
There are many different threats to the information stored on IT systems describe the following:

· Theft

· Accidental File deletion

· Use of removable storage media

· Hackers

· Unsecured networks

· Bluetooth
	


Task A4
There are many different threats to the information stored on IT systems evaluate the following:

· Theft

· Accidental File deletion

· Use of removable storage media

· Hackers

· Unsecured networks

· Bluetooth
Task A5
Choose any six of the following and explain how to minimise security threat to IT systems

· Unwanted Emails

· Viruses

· Rogue diallers

· Trojans

· Hoaxes

· Vulnerability 

· Theft

· Accidental File deletion

· Use of removable storage media

· Hackers

· Unsecured networks

· Bluetooth
Task B2
Evaluate the effectiveness of the installed security software
Task B3

Password used for new administrator account
Task C1
Develop security guidelines for the computer system that you used in task B, the guidelines need to include:

· Disaster recovery plans

· How to deal with security breaches

· Contingency systems

· Administrative procedures and controls
